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FOR IMMEDIATE RELEASE: 03/23/2023
CONTACT:


Chief John Pitcher

Florence Police Dept.

(541) 997-3515


Protect yourself, and your hard-earned money, from scams
FLORENCE, OR – The Florence Police Dept receives reports every year of different types of scams that are being attempted against members of our community and unfortunately some of our citizens have had thousands of dollars stolen from them by these people.  These scams are usually done over the phone or by email but can be done in person as well.

Just a few of the scams we have seen over the years include;

You have won lottery/prize 

Where you have won a great deal of money or large expensive item but are required to send your money first to pay for fees and taxes before receiving this large some of FREE money or prize.

Social Security/Medicare scam

Where you have been told there is an issue with your Social Security account or Medicare and they need to verify your information to “protect” your account. Through the use of legitimate looking websites and professional sounding suspects, victims are scammed out of money to “correct their account”. 
Family member in jail scam 
Where a caller portrays themselves as a relative in another state, or calling for that relative, who has been arrested and they need you to wire them money for bail.

Court/Police want your “owed” money scam

Where you are called saying you have a warrant out for your arrest or owe fines and if you don’t send the bail/fines in immediately the police will come and arrest you.

Relationship scam

Forming what you believe to be a relationship with someone over the internet and they start requesting money or gift cards from you for a variety of reasons.   

Technical Support scam
Where they contact you claiming to be part of a large technical company and inform that your computer has a virus. The suspect will then guide the victim through a series of links and codes to get full access to the victim’s computer and any linked financial accounts. This method is also widely done by spam email, directing the victim to a very legitimate looking website to ultimately enter their personal information.

Personal vehicle advertisement scam
Contact you saying you can be paid monthly if you allow an advertisement sticker/decal to be placed onto your personal vehicle. The suspect will then require a deposit from the victim to get the sticker/decal professionally placed onto their vehicle. Generally, suspect will want the deposit in the form of a major brand gift card. Again, all very professional looking websites and high-pressure calls.

Advertisement Scam

For businesses where the offer is to sell you advertising that will go out in some type of publication, but the ads never appear or publication never goes out.  The suspects will drag the issue out with all types of excuses and will make it appear as a breach of contract so it is a “civil“ issue and not a criminal issue.
IRS Scam
Claiming to be the IRS they will call or email saying you owe money or have some other issue with your taxes.  Using the power of the IRS convince victims to send their money.
It is important that we do some research into anyone that is trying to get your money or your information.  For calls/emails that say they are from a government agency or a known business take the time to call a trusted number, not one from the caller or email, to confirm any information or request you received.   

If anyone comes to your business find out who they represent, see if they have a state or city business license.  Don’t do any transactions immediately and take the time to confirm if they have the business license.  Do an internet search on the individual and business name to see if any information is available.        

The people that do these can be very convincing, aggressive, intimidating or whatever it takes to try to get your money or information.  They do this for a living and target numerous people at a time.  They are not out anything and as long as they get a few to fall for the scam it is a win for them.  Don’t ever wire money or send gift cards to any of these people.  

Remember legitimate government agencies will never demand that you send money  immediately and it is very easy to confirm any information from them.  Take your time and don’t do anything immediately.  No legitimate business/person has you send money to get money.  Again, take your time to confirm!  If it sounds too good to be true, it is!  
Don’t ever hesitate to call the Florence Police Dept at 997-3515 if you have any questions or concerns about an email, a caller or even someone in person trying to get your money or information.                 
